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Established by the Head of EC3 and reporting to him, dedicated advisory groups have been created

in order to foster closer cooperation with its leading non-law enforcement partners. They help to

strengthen practical cooperation between law enforcement and key domains, such as internet

security, telecommunications and financial services.

EC3 ADVISORY GROUPS LEAFLET

Advisory Group on Internet Security

Akamai

Avast

Bitdefender

Broadcom

Bitsight Technologies

Check Point

CISCO

Cloudflare

Crowdstrike
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https://www.europol.europa.eu/sites/default/files/documents/ec3_brochure-advisory_groups.pdf
https://www.europol.europa.eu/about-europol/european-cybercrime-centre-ec3/ec3-partners#panel2-1
https://www.europol.europa.eu/about-europol/european-cybercrime-centre-ec3/ec3-partners#panel2-2
https://www.akamai.com/
https://www.avast.com/
http://www.bitdefender.nl/
https://www.broadcom.com/ 
https://www.bitsighttech.com/
https://www.checkpoint.com/
https://www.cisco.com/
https://www.cloudflare.com/
https://www.crowdstrike.com/


GROUP
COMMUNICATION
PROVIDERS

EU PARTNERS

OTHER
PARTNERS

DG Home

ESET

Fire Eye

Fox-IT

Fraunhofer FKIE

F-Secure

GroupIB

Kaspersky

McAfee

Microsoft

Mnemonic

NCSC

Palo Alto Networks

Qintel

S21Sec

Shadowserver

Trend Micro

With a view of getting a clear overview of the needs and priorities for

internet security in the context of the cross-border fight against cybercrime,

the purpose of the Group is to:

 bring knowledge and expertise to EC3 on matters related to internet

security;

 update and share all relevant information and expertise on

developments in the area of internet security;

 assist EC3 in defining priorities for its work in this area, including

advising on the cooperation with CERTs and other relevant partners

and on developing concepts for enhanced prevention of

cybercrime;

 assist EC3 in striking the right balance between disruption and

prevention on the one hand and investigation and prosecution on

the other.

EC3  may also consult the group on any matter relating to internet security
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https://www.europol.europa.eu/about-europol/european-cybercrime-centre-ec3/ec3-partners#panel2-3
https://www.europol.europa.eu/about-europol/european-cybercrime-centre-ec3/ec3-partners#panel2-4
https://www.europol.europa.eu/about-europol/european-cybercrime-centre-ec3/ec3-partners#panel2-5
https://ec.europa.eu/info/departments/migration-and-home-affairs_en
https://www.eset.com/us/
https://www.fireeye.com/
https://www.fox-it.com/en/
https://www.fkie.fraunhofer.de/
https://www.f-secure.com/en/f-secure
http://www.group-ib.com/
http://www.kaspersky.com/
https://www.mcafee.com/us/index.html
http://www.microsoft.com
https://www.mnemonic.no/
https://www.ncsc.nl/
https://www.paloaltonetworks.com/
https://www.qintel.com/
http://www.s21sec.com/en/
https://www.shadowserver.org
http://www.trendmicro.nl/


Source URL: https://www.europol.europa.eu/about-europol/european-cybercrime-centre-ec3/ec3-partners

ENTITIES: European Cybercrime Center (EC3)
TARGET GROUPS: General Public  • Law Enforcement  • Academia  • Professor  • Students  • Researcher  •
Press/Journalists  • Other

in relation to the fight against cybercrime.

Advisory Group on Internet Security Highlights 2018 download infographic
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https://www.europol.europa.eu/sites/default/files/documents/is_a3version.pdf
https://www.europol.europa.eu/entities/european-cybercrime-center-ec3
https://www.europol.europa.eu/target-groups/general-public
https://www.europol.europa.eu/target-groups/law-enforcement
https://www.europol.europa.eu/target-groups/academia
https://www.europol.europa.eu/target-groups/professor
https://www.europol.europa.eu/target-groups/students
https://www.europol.europa.eu/target-groups/researcher
https://www.europol.europa.eu/target-groups/press-journalists
https://www.europol.europa.eu/target-groups/other
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