


#MobileMalware 

 Never respond with personal information to text messages or 
emails claiming to be from your bank or another legitimate business. 
Instead, contact the business directly to confirm their request.

 Regularly review your mobile statements to check for any 
suspicious charges — If you identify expenses that you have not made, 
contact your service provider immediately.

Avoid giving out 
personal information

Back up 
your data

 Many smartphones and tablets have the capability to back up data 
wirelessly — Consult the options depending on your device’s operating 
system. By creating a backup for your smartphone or tablet, you can 
easily restore your personal data if the device is ever lost, stolen or 
damaged.

 Turn off Wi-Fi if you are not using it — Cybercriminals can access 
your information if the connection is not secure. If possible, use a 3G or 
4G data connection instead of hotspots. You can also opt for a virtual 
private network (VPN) service to keep your data encrypted in transit.

 Don’t allow apps to use your location services unless they need to 
— This information may be shared or leaked and used to push ads 
based on your whereabouts.

 Turn off Bluetooth when you don’t need it — Ensure it is turned off 
completely and not just in invisible mode. The default settings are often 
pre-set to allow others to connect to your device without your 
knowledge. Malicious users could potentially copy your files, access 
other devices attached or even gain remote access to your phone to 
make calls and send text messages, resulting in expensive bills.

Turn off Wi-Fi, location services 
and Bluetooth when not in use

 Jailbreaking is the process of removing the security limitations 
imposed by the operating system vendor, gaining full access to the 
operating system and features — Jailbreaking your own device can 
significantly weaken its security, opening security holes that may not 
have been readily apparent.

Don’t jailbreak 
your device

 All operating systems are at risk of infection. If available, use a 
mobile security solution that detects and prevents malware, spyware 
and malicious apps, alongside other privacy and anti-theft features.

Install a mobile 
security app 


